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		This only applies to Windows Server 2012R2


WebGrabberTerminal.exe is used for IE engine only. If you are using IE engine, a user is required logged in but disconnected as the IE engine will utilized the disconnected user to run IE conversion. If the user is not signed in and disconnected, you will not be able to use IE engine and encounter errors.




 


WebGrabeerTerminal.exe is required and can’t be deleted.


Located C:\Program Files\ActivePDF\P3Rest\Agents\WebGrabber\WebGrabberTerminal.exe


Please use this KB to setup IE engine for Windows Server 2012 R2


 


For Windows Server 2016 / Windows Server 2019


For these Windows Servers WebGrabberTerminal.exe is not required and does not need to exist on the machine. As you do not need a second user to be disconnected, you can just use the user that is logged in to use IE engine for conversion.





 


If you have any Security software and the security software detects WebGrabberTerminal.exe as vulnerability.


For Windows Server 2012R2, WebGrabberTerminal.exe is required and can’t be deleted.


Work around is to exclude within your security software


For Windows Server 2016 / Windows Server 2019


WebGrabberTerminal.exe maybe deleted or exclude within your security software
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        Cookie policy
       
        We use cookies to try and give you a better experience in Freshdesk. 

        You can learn more about what kind of cookies we use, why, and how from our Privacy Policy. If you hate cookies, or are just on a diet, you can disable them altogether too. Just note that the Freshdesk service is pretty big on some cookies (we love the choco-chip ones), and some portions of Freshdesk may not work properly if you disable cookies.

        We’ll also assume you agree to the way we use cookies and are ok with it as described in our Privacy Policy, unless you choose to disable them altogether through your browser.
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